
 

Fiat Chrysler offers hackers bounty to report
cyber threats

July 13 2016

Fiat Chrysler is turning to weekend car tinkerers and good-guy hackers
to expose software vulnerability in its cars and trucks.

The Italian-American automaker is offering a bounty of $150 to $1,500
to people who spot software bugs and report them so they can be fixed.
The size of the reward depends on how critical the bug is and how many
vehicles it affects.

FCA will offer the bounty on the Bugcrowd platform. The platform will
manage the payouts. Bugcrowd says it has about 30,000 security
researchers as members.

FCA says it's the first automaker with a full lineup of cars and trucks to
offer such a bounty, although electric car maker Tesla Motors Inc. has
made a similar offer.

Fiat Chrysler says that depending on the nature of the problems, it may
make the findings public to benefit others.

The move comes about a year after two ethical hackers were able to
control a Jeep Cherokee remotely with a laptop through loopholes in the
vehicle's radio. The hack touched off the recall of 1.4 million vehicles
made by FCA including Cherokees in order to patch software holes. It
also sent the auto industry scrambling to make sure its systems are
secure.
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