
 

In Apple vs FBI case, compromise appears
elusive
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Apple says the FBI demand to allow the law enforcement agency to break into a
locked iPhone used by one of the San Bernardino attackers would make all its
devices vulnerable

As Apple's legal battle with the FBI over encryption heads toward a
showdown, there appears little hope for a compromise that would placate
both sides and avert a divisive court decision.

The FBI is pressing Apple to develop a system that would allow the law
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enforcement agency to break into a locked iPhone used by one of the
San Bernardino attackers, a demand the tech company claims would
make all its devices vulnerable.

In an effort to break the deadlock, some US lawmakers are pushing for a
panel of experts to study the issue of access to encrypted devices for law
enforcement in order to find common ground.

Senator Mark Warner and Representative Mike McCaul on Monday
proposed the creation of a 16-member "National Commission on
Security and Technology Challenges."

But digital rights activists warn that the issue provides little middle
ground—that once law enforcement gains a "back door," there would be
no way to close it.

"We are concerned that the commission may focus on short-sighted
solutions involving mandated or compelled back doors," said Joseph
Hall, chief technologist at the Center for Democracy & Technology.

"Make no mistake, there can be no compromise on back doors. Strong
encryption makes anyone who has a cell phone or who uses the Internet
far more secure."
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