
 

AT&T employee improperly viewed customer
accounts

October 7 2014

AT&T has informed about 1,600 customers that a rogue employee had
accessed account information that might have included Social Security
numbers and other personal data.

AT&T says the employee had failed to follow its privacy rules and no
longer works for the company.

The company says the employee also might have had access to driver's
license numbers and information about the types of services the
customer purchased. AT&T says it's offering free credit monitoring and
has notified federal authorities. A copy of the letter to customers was
posted online by Vermont's Attorney General's Office.

The August data breach is among the latest disclosed by a major
company. Unlike others, though, this one affected a small number of
people and resulted from unauthorized access by an insider rather than
hacking.

© 2014 The Associated Press. All rights reserved.

Citation: AT&T employee improperly viewed customer accounts (2014, October 7) retrieved 27
April 2024 from https://phys.org/news/2014-10-att-employee-improperly-viewed-customer.html

This document is subject to copyright. Apart from any fair dealing for the purpose of private
study or research, no part may be reproduced without the written permission. The content is
provided for information purposes only.

Powered by TCPDF (www.tcpdf.org)

1/1

https://phys.org/tags/employee/
https://phys.org/tags/privacy+rules/
https://phys.org/news/2014-10-att-employee-improperly-viewed-customer.html
http://www.tcpdf.org

