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After researching the impact of soft errors on large-scale computers, scientists
learned the impact of the errors on algorithms is great, yet more than 95% of
those soft errors can be corrected. The team found that without intervention, soft
errors invalidate simulations in a significant fraction of all cases.

Large-scale computing has become a necessity for solving the nation's
most intractable problems. Due to their sheer number of cores, high-end
computers increasingly exhibit intermittently incorrect
behaviors—referred to as "soft errors"—placing the validity of
simulation results at risk. A team of scientists at Pacific Northwest
National Laboratory investigated the impact of soft errors on a full
optimization algorithm. The team found that without intervention, soft
errors would invalidate simulations in a significant fraction of all cases.
They also found that 95% of the soft errors can be corrected.
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The work is featured in the Journal of Chemical Theory and
Computation.

To deliver the 100-times performance increase relative to today's largest
computers, planned systems will need to combine millions of cores. As
the number of cores increases, so does the chance that some of them will
intermittently produce unexpected results. These soft errors are a major
impediment to utilizing the potential of upcoming high-end systems,
silently corrupting the simulation data. Only by explicitly looking for
such soft errors can they be detected and remedied.

The study investigated optimization methods, which, starting from an
initial guess, iteratively reduce the error until an accurate answer is
reached. Because of this inherent characteristic, these methods should be
relatively insensitive to uncontrolled perturbations. As a concrete
example, the team explored the Hartree-Fock method of quantum
chemistry. Despite the convergent characteristics of optimization
methods, in general, and the Hartree-Fock method, in particular, soft
errors cause calculations to fail in a significant fraction of cases. Using
knowledge about the data structures, bounds and restraints can be
defined, allowing large errors to be detected and corrected. In the
majority of cases, the remaining residual errors are small enough that
they are eliminated in the normal execution of the optimization.

To meet growing computational requirements and solve large-scale
problems, exascale computational machines are planned and expected to
deliver in the next decade. Increasingly, error detection and correction
will become a central consideration for any algorithm. Generic and
reusable approaches to address these issues will be formulated.

  More information: van Dam, H. et al. 2013. A case for soft error
detection and correction in computational chemistry, Journal of
Chemical Theory and Computation, Article ASAP, July 19, 2013. DOI:
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https://phys.org/tags/simulation+data/
https://phys.org/tags/quantum+chemistry/
https://phys.org/tags/quantum+chemistry/
http://dx.doi.org/10.1021/ct400489c
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