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Cisco on Monday warned that crooks have inundated LinkedIn with emails
crafted to trick members of the career-oriented social networking service into
downloading software that loots bank accounts.

Cisco on Monday warned that crooks have inundated LinkedIn with
emails crafted to trick members of the career-oriented social networking
service into downloading software that loots bank accounts.

Cisco computer security specialists said the messages at times accounted
for nearly a quarter of all the spam email sent to LinkedIn members.

The email is a phony contact request and contains a booby-trapped link
that, if clicked on, infects computers with malicious software known as
"ZeuS."
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"ZeuS embeds itself in the victim's Web browser and captures your
personal information," such as online banking credentials, and is widely
used to criminals to pilfer commercial band accounts," Cisco said.

The US technology firm advised people to delete such contact requests,
especially if they do not know who they are from.

(c) 2010 AFP

Citation: Cyber crooks out for LinkedIn members' bank accounts (2010, September 27) retrieved
20 April 2024 from https://phys.org/news/2010-09-cyber-crooks-linkedin-members-bank.html

This document is subject to copyright. Apart from any fair dealing for the purpose of private
study or research, no part may be reproduced without the written permission. The content is
provided for information purposes only.

Powered by TCPDF (www.tcpdf.org)

2/2

https://phys.org/tags/web+browser/
https://phys.org/news/2010-09-cyber-crooks-linkedin-members-bank.html
http://www.tcpdf.org

